
This firmware is fully adapted to Omada SDN Controller 5.11.  

  

Bug Fixed: 

1. Fixed the bug that LAN devices can’t be accessed from WAN via IPv6. 

2. Fixed web login interface command injection vulnerability. 

3. Fixed the occasional hang during startup. 

4. Fixed the bug of occasional ineffectiveness when toggling or modifying Port 

Forwarding rules. 

5. Fixed the bug that when modifying the DNS cache TTL value while using the 

DOH/DOT feature resulted in DNS resolution failures for several minutes.  

6. Fixed the bug that when device works as OpenVPN Client, VPN tunnel did not 

automatically reconnect after timeout. 

7. Security Enhancements. 

 Block all IPv6 data in the WAN IN direction by default, and you can allow IPv6 

data via ACLs. 

 The Standalone web page uses HTTPS by default, if you have disabled the 

HTTPS port, please enable the HTTPS port before upgrading the firmware. 

Notes: 

1. If you have disabled the HTTPS port, please enable the HTTPS port before upgrading 

the firmware. 

2. Your device’s configuration won’t be lost after upgrading. 


